
	
Patient	Notice	of	Privacy	Practices	

	
As	required	by	the	Privacy	Regulations	created	as	a	result	of	the	Health	Insurance	Portability	Accountability	Act	of	1996-	(HIPAA)	
Health	Information	Technology	for	Economic	and	Clinical	Health	Act	(HITECH	Act),	and	associated	regulations	and	amendments.	This	
notice	describes	how	health	information	about	you	may	be	used	and	disclosed,	and	how	you	can	get	access	to	this	information.		
	
ABOUT	THIS	NOTICE	
We	understand	that	health	information	about	you	is	personal	and	we	are	committed	to	protecting	your	information.	We	need	this	
record	to	provide	care	(treatment),	for	payment	of	care	provided	and	to	comply	with	certain	legal	requirements.	This	Notice	will	tell	
you	about	the	ways	in	which	we	may	use	and	disclose	health	information	about	you.	It	also	describes	your	rights	and	certain	
obligations	we	have	regarding	the	use	and	disclosure	of	health	information.	We	are	required	by	law	to	follow	the	terms	of	this	
Notice	that	is	currently	in	effect.	
WHAT	IS	PROTECTED	HEALTH	INFORMATION	(PHI)?	
“Protected	Health	Information”	or	“PHI’	for	short,	is	information	that	identifies	you	and	relates	to,	your	past,	present	or	future	
physical	or	mental	health	or	condition,	the	provision	of	healthcare	to	you,	or	past,	present,	or	future	payment	for	the	provision	of	
healthcare	to	you.	PHI	does	not	include	information	about	you	that	is	publicly	available,	or	that	is	in	summary	form	that	does	not	
identify	who	you	are.	
HOW	WE	MAY	USE	AND	DISCLOSE	YOUR	PHI	
We	may	use	and	disclose	your	PHI	in	the	following	circumstances:	We	restrict	access	of	your	PHI	to	those	employees	who	need	
access	to	provide	services	to	our	patients.	We	have	established	and	maintain	appropriate	physical,	technical,	and	administrative	
safeguards	to	protect	your	PHI	against	unauthorized	use	or	disclosure.	We	have	established	a	training	program	that	our	employees	
and	contracted	personnel	must	complete	and	update.	We	have	established	a	Privacy	and	Security	Officer	which	have	overall	
responsibility	for	developing,	training,	and	overseeing	the	implementation	and	enforcement	of	policies	and	procedures	to	safeguard	
your	PHI	against	inappropriate	access,	use	and	disclosure.		
Treatment:	We	may	use	or	disclose	your	PHI	to	a	dentist,	orthodontist,	periodontist,	physician,	or	other	health	care	provider	
providing	treatment	to	you.	For	example,	we	may	use	your	PHI	to	other	specialists	who	may	provide	care	to	you.		
Payment:	We	may	use	or	disclose	your	PHI	to	obtain	payment	for	services	we	provide	to	you.	For	example,	we	may	need	to	give	
your	insurance	company	PHI	about	a	service	you	received	so	your	plan	will	pay	us	r	reimburse	you	for	the	service.	
Healthcare	Operations:	We	may	use	and	disclose	your	PHI	in	connection	with	our	healthcare	operations.	Healthcare	operations	
include	quality	assessment	and	improvement	activities,	reviewing	the	competence	or	qualifications	of	healthcare	professionals,	
evaluation	practitioner	and	provider	performance,	conducting	training	programs,	accreditation,	certification,	licensing,	or	
credentialing	activities.	For	examples,	we	may	use	your	PHI	to	evaluate	the	performance	of	our	staff	in	caring	for	you.	
Business	Associates:	We	may	disclose	your	PHI	to	Business	Associates	independent	of	the	practice	with	whom	contract	or	arrange	to	
provide	services	on	your	behalf.	However,	we	will	only	make	such	disclosures	if	we	have	received	satisfactory	assurances	that	the	
Business	Associates	will	properly	safeguard	your	privacy	and	the	confidentiality	of	your	PHI.	For	example,	we	may	contract	with	a	
company	outside	of	the	practice	to	provide	transcription	services	for	the	practice	or	collection	of	review	so	we	can	improve	our	care	
or	collection	of	services	for	past	due	accounts.	This	company	would	be	considered	our	Business	Associate.		
Appointment	Reminders:	We	may	use	and	disclose	PHI	to	contact	you	to	remind	you	that	you	have	an	appointment	for	dental	care.	
Examples	include,	voicemail	messages,	postcards,	e-mail,	or	letters.	
Minors:	We	may	disclose	the	PHI	of	minor	children	to	their	parents	or	guardians	unless	such	disclosure	is	otherwise	prohibited	by	
law.		
Marketing	Health-related	Services:	We	will	not	use	your	PHI	for	marketing	communications	without	your	written	authorization.	
Required	by	law:	We	may	use	or	disclose	your	PHI	when	are	required	to	do	so	by	law	and	for	other	purposes	permitted	by	applicable	
law	such	as,	for	public	health	activities,	reports	to	coroners,	medical	examiners,	or	funeral	directors,	to	avert	a	service	threat	to	the	
health	or	safety	of	you	or	other	members	of	the	public	or	for	law	enforcement	purposes,	all	as	set	forth	in	the	Privacy	Rules.		
Abuse	or	Neglect:	We	may	disclose	your	PHI	to	appropriate	authorities	if	we	reasonably	believe	that	you	are	a	possible	victim	of	
abuse,	neglect,	or	domestic	violence	or	the	possible	victim	of	other	crimes.		
National	Security:	We	may	disclose	to	military	authorities	the	PHI	of	Armed	Forces	personnel	under	certain	circumstances.	We	may	
disclose	to	authorized	federal	officials	PHI	required	for	lawful	intelligence,	counterintelligence,	and	other	national	security	activities.	
We	may	disclose	to	correctional	institution	or	law	enforcement	official	having	lawful	custody	of	PHI	of	inmate	or	patient	under	
certain	circumstances.	



Other	Situations	Where	Disclosure	May	or	May	Not	Require	your	Consent:	We	may	also	use	or	disclose	your	PHI	as	follows:	(1)	for	
worker’s	compensation	or	similar	programs	providing	benefits	for	work-related	injuries	or	illness	as	authorized	by	state	laws,	or	(2)	if	
you	are	involved	in	a	lawsuit	or	dispute,	we	may	disclose	PHI	about	you	in	response	to	a	court	administrative	order.	Except	as	may	
be	prohibited	by	law,	we	may	also	disclose	PHI	about	you	in	response	to	a	subpoena,	discovery	request	or	other	lawful	process	by	
someone	else	involved	in	the	dispute,	but	only	if	efforts	have	been	made	to	tell	you	or	you	attorney	about	the	request	or	to	obtain	
an	order	protecting	the	information	requested.	
Data	Breach	Notification:	We	may	use	or	disclose	your	PHI	to	provide	legally	required	notices	of	unauthorized	access	to	or	
disclosure	of	your	health	information.		
Individuals	Involved	in	your	Care:	Unless	you	object	in	writing,	we	may	disclose	to	a	member	of	your	family,	a	relative,	a	close	friend	
or	any	other	person	you	identify,	your	PHI	that	directly	relates	to	that	person’s	involvement	in	your	dental	care.	If	you	are	unable	to	
agree	or	object	to	such	a	disclosure,	we	may	disclose	such	information	as	necessary	if	we	determine	that	it	is	in	your	best	interest	
based	on	our	professional	judgement.	
Disaster	Relief:	We	may	disclose	your	PHI	to	disaster	relief	organizations	that	seek	your	PHI	to	coordinate	your	care,	or	notify	family	
and	friends	of	your	location	or	condition	in	a	disaster.	We	will	provide	you	with	an	opportunity	to	agree	or	object	to	such	a	
disclosure	whenever	we	practicably	can	do	so.		
Patient	Rights	Access:	You	have	the	right	to	inspect,	look	at,	or	get	copies	of	your	PHI,	except	as	prohibited	by	law.	You	may	request	
that	we	provide	copies	in	a	format	other	than	photocopies.	We	will	use	the	format	you	request	unless	we	cannot	practicably	do	so.	
You	must	make	a	request	in	writing	to	obtain	access	to	your	PHI.	You	may	obtain	a	form	to	request	access	by	using	the	contact	
information	listed	on	the	end	of	this	Notice.	You	may	also	request	access	during	normal	business	hours	by	sending	us	a	letter	to	the	
address	at	the	end	of	this	Notice.	We	reserve	the	right	to	charge	a	reasonable	administrative	fee	for	copying	your	PHI.	We	may	deny	
your	request	to	inspect	and	copy	in	certain	circumstances.	If	we	deny	your	request	for	review	or	copy	of	your	PHI,	we	will	explain	the	
reasoning	in	writing.		
Amendments:	You	have	the	right	to	request	that	we	amend	your	PHI.	(Your	request	must	be	in	writing,	and	it	must	explain	why	the	
information	should	be	amended).	We	may	deny	your	request	under	certain	circumstances,	including	the	failure	to	make	such	a	
request	in	writing	or	a	writing	that	does	not	support	the	request.	We	will	respond	to	you	in	writing,	either	accepting	or	denying	your	
request.	If	we	deny	your	request,	we	will	explain	why.	
Electronic	Notice:	If	you	receive	this	Notice	on	our	Website	or	by	electronic	(e-mail),	you	are	entitled	to	receive	this	Notice	in	written	
form.	
Questions	and	Complaints:	If	you	want	more	information	about	our	privacy	practices	or	have	questions	or	concerns,	please	contact	
us.	If	you	are	concerned	that	we	may	have	violated	your	privacy	rights,	or	you	disagree	with	a	decision	we	made	about	access	to	
your	PHI	or	in	a	response	to	a	request	you	made	to	amend	or	restrict	the	use	or	disclosure	of	your	PHI	or	to	have	us	communicate	
with	you	by	alternative	means	at	alternative	location,	you	may	complain	to	us	using	the	contact	information	listed	at	the	beginning	
and	end	of	this	Notice.			
Your	Authorization:	In	addition	to	our	use	of	PHI	for	treatment,	payment,	or	healthcare	operations,	you	must	give	us	written	
authorization	to	use	your	PHI	or	to	disclose	it	to	anyone	for	any	purpose.	If	you	give	us	an	authorization,	you	may	revoke	it	in	writing	
at	any	time.	Your	revocation	will	not	affect	any	use	or	disclosures	permitted	by	your	authorization	while	it	was	in	effect.	Unless	you	
give	us	a	written	authorization,	we	cannot	use	or	disclose	your	PHI	for	any	reason	except	those	described	in	this	Notice.	
	
Please	print	name,	relationship,	and	telephone	number	for	each	person	to	whom	you	are	authorizing	release	of	your	protected	
health	information	(PHI)	and	account	balances.	
	
____________________________________________________________________________________________________________	

Name	 	 	 	 	 	 Relationship	 	 	 Phone	Number	 	
	
____________________________________________________________________________________________________________	
	 	 Name	 	 	 	 	 	 Relationship	 	 	 Phone	Number	
	 	 	 	 	 	 	 	
I	acknowledge	that	I	read	and/or	received	a	copy	of	Cornerstone	Dental’s	Patient	Notice	of	Privacy	Practices	effective	February	26th,	
2018.	

Patient	Name:	_______________________________________________________________Date:	_____________________	
	

Patient/Guardian	Signature:_____________________________________________________	
	

If	you	have	any	questions	about	this	notice	or	if	you	need	more	information,	please	contact	
Cornerstone	Dental	

Ellie	Dowden,	Privacy	Officer	
262-334-4083	or	email	at	drdowden@cornerstonedentalwb.com	

1713	N.	Main	St.	West	Bend,	WI	53090	


